Ministry of Communications and Transport of Bosnia and Herzegovina, in cooperation with the World Bank and the Global Cyber Security Capacity Centre (GCSCC) from the Oxford University has launched the assessment of maturity and capabilities of cyber-security capacities of Bosnia and Herzegovina through the following five dimensions:

- Cyber-security Policy and Strategy;
- Cyber-culture and society;
- Education, training and skills of cyber-security;
- Legal and regulatory framework;
- Standards, organisation and technologies of cyber-security;

In drawing up this Report, in the period 23-25 October, several roundtables were held with a number of stakeholders from: academia, civil society, criminal justice, law enforcement and intelligence community, IT officers and the public authorities representatives, critical infrastructure owners, policy creators, computer emergency response teams, IT officers from private sector (including telecommunication companies and financial institutions), as well as with other international partners.

The cyber-security capacities assessment has been made on the basis of the results displayed in the report for each aspect and the recommendations have been produced, which will enable Bosnia and Herzegovina to improve its cyber-security capacities for the purpose of developing a national cyber-security strategy in the future and determining strategic investment priorities for cyber-security.

Cybersecurity Capacity Maturity report of Bosnia and Herzegovina (CMM) is available here.